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Background

Purpose of Report

As the year 2000 approaches, the Y2K
computer problem is becoming a more
important issue to state citizens and state and
local government.  The State Auditor initiated
this performance review to provide the public,
Governor, Legislature, state agencies and local
governments information to better understand
the nature of this problem and the
government’s status for making its information
systems compliant with the century change.

What is the Y2K Problem?

Y2K computer programming deficiencies were
created years ago when computer memory
capacity was limited.  To save memory space
computer programmers took a shortcut when
allocating space for dates and reserved only
two spaces for the year (99) rather than four
spaces (1999).

Unless properly corrected, when the year 2000
arrives, or when data processing systems

require use of a date beyond December 31,
1999, computer programs created with the
two-digit year codes will be unable to
distinguish between the years 2000 and 1900.
(page 3)

What Might Result?

Any potential problems that may occur from
the inability of computer programs to
distinguish the year are unknown, because this
is the first new century since our computer
dependency.

Data processing equipment and applications
have become vital to the operation of state and
local government and the provision of services
to its customers.  Without proper operation of
these systems, most state and local
governments would not be able to properly use
information vital to daily activities.

If equipment and resources are not Y2K
compliant, the result could make state and
local governments unable to use vital
information for daily activities, to fully provide
services, and to meet financial responsibilities.
(page 4)
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What Did the Performance 
Review Find?

State Government

During the past two years the Department of
Information Technology Services (ITS) has
periodically surveyed state agencies to
determine the degree of their Y2K compliance.
As of July 14, 1999, information reported to
ITS indicates 29% of state agencies have
completed their Y2K compliance.  All other
state agencies report varying levels of Y2K
compliance.  Y2K compliance includes the
following categories: data; data interfaces;
mission-critical hardware systems; and
mission-critical software systems.

While state agencies have worked hard in
addressing the Y2K problem and continue to
do so, there is no assurance that state agencies
will not experience information system
malfunctions or failures.

Since information systems interface with other
information systems, if a state agency’s
vendor, sub-grantee, other governmental
entity, or other entity information system is not
Y2K compliant, then the state agency may
experience Y2K-related failures even though
the state agency’s information systems are
Y2K compliant. (page 16)

Local Governments

The approach to solve the Y2K problem in
local governments is the same as state
government.  Local governments are
individually responsible for their Y2K
compliance.  Through its Y2K mission
statement, ITS assumed the role of promoter

of Y2K awareness in local governmental
entities.

The actual percentage of local governments
prepared for Y2K is unknown, because no one
entity oversees local government Y2K efforts.

The State Auditor’s Office conducted a random
survey of counties and municipalities to
determine the level of Y2K compliance in local
governments.  This survey revealed, that for
those local governmental entities responding to
the survey, local government are confident of
their Y2K readiness, but several do not have
Y2K internal operational contingency plans.
(page 26)

Business Impact of Y2K

The state has not calculated the financial and
service disruption (business) impact of
information system failures, neither by
individual state agency nor as the state as a
whole.  Without knowing the business impact
of information system failures, the state will be
unaware of the potential disruptions to the
public and customers. (page 19)

Recommendations

State Response to Y2K Threat

In order to adequately respond to an emergency
situation during the December 30 - January 5
time frame, each state agency’s Emergency
Coordinating Officer assigned to the State
Emergency Response Team (SERT) should be
placed on standby to allow for a rapid
implementation of the Mississippi
Comprehensive Emergency Management Plan.
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The Mississippi Military Department (National
Guard) would function in their normal role as
a state agency member of the SERT, providing
additional state resources in responding to a
Y2K incident,  if  needed. (This
recommendation provided by the Mississippi
Military Department and Mississippi
Emergency Management Agency)

State Holiday and Leave Policy

Since the possibility exists that some state
agencies may experience major problems with
their information systems at the beginning of
the year 2000, state agencies may need
additional time and all human resources to deal
with these problems.  

The Governor should consider declaring
Monday, January 3, 2000, as a state holiday in
addition to or in lieu of Friday, December 31,
1999.  A state holiday after January 1st would
provide state agencies additional time to
address any problems encountered by
information management personnel.  In
addition, the Governor should consider
addressing state government leave policy for
information management personnel in January
2000. (page 17)

Y2K Internal Operational Contingency Plans

While some state agencies have made limited
Y2K internal operational contingency plans,
several state agencies have not planned for the
unlikely possibility of mission-critical
information systems failure.

If mission-critical information system failures
do occur, without internal operational
contingency plans state agencies will not be

able to fulfil their missions, possibly resulting in
total inability to provide services.

State agencies should explore alternatives and
methods that could be used in the event
mission-critical information systems
malfunction or fail.

ITS is hosting a free Y2K internal operational
contingency planning class on August 26 to
assist state agencies.  All state agencies should
send representatives to this class. (page 20)

State Citizens Should Prepare

Much uncertainty exists about what will happen
when the year 2000 arrives.  While state
government believes its information systems
will be ready for the new century, problems
may occur.

State citizens should be patient, prepare for
Y2K as they would for an ice storm or
hurricane, and be prepared to be self-supportive
for 7-10 days.

State Legislators and Attorney General
Should Address Possible 

Y2K Civil Litigation

While there is much uncertainty as to the extent
of any Y2K failure liability to the state, the
potential that this liability could be
overwhelming to the state’s financial condition
necessitates this issue be addressed.  

Many other states have already addressed this
issue by considering limits to their Y2K liability.

Members of the Legislature should be aware of
the potential impact this issue has and consider
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preparing for the possibility of civil litigation
related to state and local government Y2K
compliance.

The Attorney General’s Office should prepare
to defend the state against Y2K computer-
related lawsuits. (page 23)

Y2K Compliance Continuation Programs

With the assistance of ITS state agencies
should develop Y2K compliance continuation
programs to help ensure state agency
information systems will continue to function
properly in the year 2000 and beyond.  (page
22)

Coordination of State Y2K Effort

Mississippi did not designate a centralized
authority to oversee all state government Y2K
compliance.  Instead, the state addressed its
Y2K problem using a decentralized approach
making individual state agencies responsible.
As a result, state agencies work independently
on the Y2K problem with less coordination for
overall state government Y2K compliance.  

While our review revealed state agencies are
working diligently in addressing the Y2K
issue, because many interdependencies exist
between state agencies thereby relying on one
another to fulfil their missions, one agency
should have been put in charge of coordinating
the effort.

ITS was assigned a limited role of acting as
technical advisor and overseer of the state’s
Y2K efforts.  ITS has performed these duties
well.  For the remainder of calendar 1999 ITS
should identify those mission-critical state

agencies having material interdependencies with
other agencies and assist these agencies in
reviewing other agency relationships to help
ensure Y2K compliance for state government.
(page 17)


















































































































